


Certification Exam:Learning Objectives:

Target Audience:

Prerequisites:

Training:

•	 Everyone
•	 End Users
•	 Managers

There are no formal prerequisites for this 
certification.

•	 Certification Type: Fundamentals
•	 Certification Code: CSFPC™

• Format: Multiple choice
• Questions: 40
• Pass Score: 80 %
•	 Language: English / Spanish
•	 Duration: 60 minutes
•	 Delivery: This exam is available online
•	 Supervised: Self-proctored
•	 Close book

Introduction

Understand the techniques for protecting personal information, including communications, 
applications, and inferences from databases and data processing. Understand other systems supporting 
online rights touching on censorship and circumvention, covertness, electronic elections, and privacy 
in payment and identity systems.

The source of this certification is the Cyber Security Body of Knowledge (CyBOK) version 1.0.

•	 Understand the importance of Cybersecurity
•	 Understand the key concepts related to Cyber

Security
•	 Understand the concepts related to human,

organizational, and regulatory aspects
•	 Understand the concepts related to Attacks

and Defenses
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